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[bookmark: _Toc21936209]Introductory information
This material contains notes on the individual materials that are part of the pedagogical documentation for the workshop.

These are methodological instructions for a lecturer who will want to use a set of pedagogical documentation to lead their own group of workshop participants.

The notes for the lecturer are thematically divided according to the structure presented in the minute scenario. These are a set of recommendations on how to lead each part of the course and how to use the materials.
[bookmark: _Toc527613505]

[bookmark: _Toc8119978][bookmark: _Toc21936210]1 Create a new email address
[bookmark: _Toc527613507]Note 1
[bookmark: _Toc527613506][bookmark: _Hlk20212098]a) basic principles of e-mail communication 
(1)
interpretation and discussion
· Questions for participants: 
· What is email and what is it used for?
· Which of you has an email address?
· The lecturer summarizes the basic information obtained from the participants and complements it with other information.
· Emphasize the pros and cons of e-mail communication (look for similarities and differences with other types of communication). Key information write on flipchart.
· possibility to use text in the textbook on page 2

b) parts of an e-mail message
(1)
interpretation and discussion
· project a sample e-mail message from the data projector
· possibility to use text in the textbook on page 2
· with the help of the lecturer, the participants name and characterize the main parts of the e-mail message
· describe the main aspects of each part of the e-mail message on specific examples
· parts of an e-mail message:
· sender
· addressee (s)
· object
· email text
· of the Annex
· other possible parts (e.g. links)
· discuss the different options and emphasize the need for caution in attachments and references (danger of viruses and other potential problems)
 (2)
individual work

c) options and how to set up an email address
(1)
interpretation
· the lecturer will familiarize participants with the procedures for setting up an e-mail address
· explain the difference between private and business email
· possibility to use various public browsers to create an email address
· possibility to use MS Outlook
· an explanation of the pros and cons of the options for creating an email address
· possibility to use text in the textbook on page 2



(2)
individual work
· hand out IW1 participants and comment on the assignment
· verify understanding of tasks
· show the web environment using a data projector
· Participants fulfill the tasks independently (or they can work in pairs)
· joint control (verification of accuracy on the example of 2-3 participants)
· the lecturer will summarize basic information about how the e-mail works and how to use it 



[bookmark: _Toc527613508]

[bookmark: _Toc527613510][bookmark: _Toc8119979][bookmark: _Toc21936211]2 Rules for e-mail communication
[bookmark: _Toc527613512][bookmark: _Toc527613511]Note 2
a) basic rules of e-mail communication
(1)
interpretation
· information about the basic rules of e-mail communication
· use text in textbook on p. 5
· emphasize:
· subject and its key role (explains the core of the email)
· brevity and clarity of text (spelling and editing)
· suitable variant of addressing
· courtesy and thanks at the end of the email
· attachment (do not forget to attach it)
(2)
individual work
· give out IW2 participants and comment on the assignment
· verify understanding of tasks
· Participants fulfill the tasks independently (or they can work in pairs)
· joint control (verification of accuracy on the example of 2-3 participants)
· together with the participants summarize the basic rules of e-mail communication

[bookmark: _Toc527613513][bookmark: _Toc527613514]b) rules for creating an email account
(1)
interpretation (TB)
· [bookmark: _Hlk20214592]explain to participants the principle of creating an e-mail address
· explain specific parts of the email address
· explain what an Internet domain is (list the most common domains) and what is the at sign (@)
· show how the at sign is inserted using the computer keyboard (Alt Gr + V, symbols)
· explain the role of the ending and what are the most common variants of endings
· show subscribers different examples of specific email addresses:
· personal
· corporate
· official (e.g. municipalities or ministries)
· others (such as nonprofits)
· emphasize the principles of creating an email address:
· unique username (must be unique, not duplicate with anyone)
· the usability of the username
· inappropriate usernames
(2)
individual work
· Participants will try to create 5 different fictitious email addresses (using different domains and different usernames)
· joint control (verification of accuracy on the example of 2-3 participants)
· together with the participants summarize the basic rules for creating an email address

c) principles of creating a secure password
(1)
interpretation
· use of picture in textbook p. 4
· question for participants: What information do you use when creating a password?
· write flipchart responses relevant to the flipchart
· highlight key principles for creating a secure password
· alert you to the most common password creation errors:
· simple numeric sequences (e.g. 123456, 987654…)
· simple alphabetical sequences (abcdef, qwertz…)
· names of close persons
· date of birth
· Nicknames
· other data easily associated with a specific person
(2)
individual work
· Participants will try to create 3 different passwords that are safe and easy to remember (they will use the information to create a secure password)
· Participants will learn how to create their password and what the final form is
· together with the participants summarize the basic rules for creating a secure password


























[bookmark: _Toc527613515][bookmark: _Toc8119980][bookmark: _Toc21936212]3 Send, receive, and handle email
[bookmark: _Toc527613517][bookmark: _Toc527613516]Note 3
a) the main principles of sending e-mails
(1)
interpretation and demonstration
· the lecturer projects open e-mail to the participants using the data projector
· the participants together with the lecturer create a fictitious e-mail message
· the flipchart instructor writes the individual steps of creating an e-mail message (sequence)
· steps: 
· open a new e-mail message
· fill in addressee (possibility of multiple addressees, possibly copies)
· filling the subject
· create text
· other aspects (e.g. request for confirmation of delivery)
· send an e-mail message
· [bookmark: _Toc527613519]summarize the individual steps and highlight their key aspects
· show mail creation in another browser (eventually in MS Outlook)
· emphasize the similarity of all types of emails (only minor differences, basically the same)
· use textbook p. 6 for interpretation
(2)
individual work
· give out IW3 participants and comment on the assignment
· verify understanding of tasks
· publishers work with fictitious email addresses they have previously created
· Participants fulfill the tasks independently (or they can work in pairs)
· joint control (verification of correctness on the example of 2-3 participants)

b) the main principles of receiving e-mails
(1)
interpretation and demonstration
· the lecturer projects open e-mail to the participants using the data projector
· the participants together with the lecturer open a fictitious e-mail message
· the flipchart instructor writes the individual steps of receiving an e-mail message (sequence)
· emphasize the principles of safety and risk prevention:
· known sender (serious sender)
· attachments (most common formats)
· links
· application
· antivirus protection
· spam filter 
· summarize the individual steps and highlight their key aspects
· also show receipt of mail in another browser (eventually in MS Outlook)
· emphasize the similarity of all types of emails (only minor differences, basically the same)
· use textbook p. 7 for interpretation

(2)
individual work
· give out IW4 participants and comment on the assignment
· verify understanding of tasks
· publishers work with fictitious email addresses they have previously created
· Participants fulfill the tasks independently (or they can work in pairs)
· joint control (verification of correctness on the example of 2-3 participants)

c) possible options for handling e-mails
[bookmark: _Toc527613520](1)
interpretation and demonstration
· the lecturer projects open e-mail to the participants using the data projector
· the participants together with the lecturer open a fictitious e-mail message
· the flipchart instructor writes the individual steps of the e-mail message (options)
· reiterate the principles of safety and risk prevention:
· individual options for handling an email message:
· read
· answer
· forwarding
· delete
· archiving
· Moving
· delete without reading
· move to spam
· other options
· show also possibilities of e-mail handling in another browser (eventually in MS Outlook)
· emphasize the similarity of all types of emails (only minor differences, basically the same)
· use textbook p.8 for interpretation

(2)
individual work
· give out IW6 participants and comment on the assignment
· verify understanding of tasks
· publishers work with fictitious email addresses they have previously created
· Participants fulfill the tasks independently (or they can work in pairs)
· joint control (verification of correctness on the example of 2-3 participants)

(3)
individual work
· give out IW7 participants and comment on the assignment
· verify understanding of tasks
· publishers work with fictitious email addresses they have previously created
· Participants fulfill the tasks independently (or they can work in pairs)
· joint control (verification of correctness on the example of 2-3 participants)


[bookmark: _Toc8119981][bookmark: _Toc21936213]4 Add a file (attachment) to an e-mail
[bookmark: _Toc527613522][bookmark: _Toc527613521]Note 4
a) how to attach an attachment to an email
(1)
interpretation and demonstration
· the lecturer projects open e-mail to the participants using the data projector
· the participants together with the lecturer create a fictitious e-mail message
· the tutor will show participants how to add an attachment to an e-mail message
· The tutor on the flipchart writes each step of attaching an attachment to an e-mail message
· emphasize once again the principles of safety and risk prevention
· use textbook p.9 for interpretation
· also show attachment options in another browser (or in MS Outlook)
· emphasize the similarity of all types of emails (only minor differences, basically the same)
(2)
individual work
· give out IW5 participants and comment on the assignment
· verify understanding of tasks
· publishers work with fictitious email addresses they have previously created
· Participants fulfill the tasks independently (or they can work in pairs)
· joint control (verification of correctness on the example of 2-3 participants)

b) possible forms of annexes
(1)
interpretation and demonstration
· the lecturer projects open e-mail to the participants using the data projector
· the participants together with the lecturer create a fictitious e-mail message
· the tutor will show participants how to add different attachment formats to an e-mail message
· the flipchart tutor writes the various attachment format options to an e-mail message
· possible attachment formats:
· text files
· tables
· pictures
· videos
· documents in .pdf format
· other possible attachment formats used
· emphasize once again the principles of safety and risk prevention
· show also the possibility of attaching various attachment formats in another browser (or in MS Outlook)
· emphasize the similarity of all types of emails (only minor differences, basically the same)
(2)
individual work
· publishers work with fictitious email addresses they have previously created
· Participants create a fictitious e-mail with 2 attachments (each in a different format)
· Participants fulfill the tasks independently (or they can work in pairs)
· joint control (verification of correctness on the example of 2-3 participants)
c) work with attachment
(1)
interpretation and demonstration
· the lecturer projects an open e-mail with an attachment using a data projector
· the participants together with the lecturer open a fictitious e-mail message
· the flipchart instructor writes the individual possibilities of working with the attachment:
· individual options for handling an email message:
· opening and reading
· ignoring
· delete
· download
· saving
· other options
· reiterate the principles of safety and risk prevention:
· also show possibilities of working with the attachment in another browser (eventually in MS Outlook)
· emphasize the similarity of all types of emails (only minor differences, basically the same)
· use the textbook page 9-10 for interpretation

(2)
individual work
· publishers work with fictitious email addresses they have previously created
· Participants process attachments in fictitious e-mail (each in a different format)
· they download one attachment to your computer, open the other attachment and read it
· Participants fulfill the tasks independently (or they can work in pairs)
· joint control (verification of correctness on the example of 2-3 participants)






















[bookmark: _Toc21936214]5 Training of e-mail communication
Note 5
a) practical training in e-mail communication
(1)
interpretation and discussion
· the lecturer together with the participants summarizes the main principles and rules of e-mail communication
· reiterate safety and risk prevention

(2)
individual work
· distribute IW8 participants and comment on assignments and model situations
· verify understanding of tasks
· Participants fulfill the tasks independently (or they can work in pairs)
· joint control (verification of correctness on the example of 2-3 participants))






























[bookmark: _Toc21936215]Final summary
 (1)
interpretation
· The lecturer summarizes the knowledge of the course and evaluates the final theses.
· The lecturer will give the successful participants a certificate of participation in the workshop.
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